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Network requirements Values 
 

Box Office /EBO / CRM / BI 

Network latency between operator machine and SecuTix 
datacenter 

Max 50 ms 

Bandwidth Min 512 kbits/s (better = 1Mbit/s) per operator. Min 8 Mbit/s in download and 
min 1 Mb/s in upload.  

Ports to open The client must be able to contact the SecuTix servers on ports HTTPS 
(443) on the SecuTix Ranges: 193.73.238.0/24 + 193.72.147.0/24.  
All addresses of this range must be open. 

SPF (Sender Policy Framework) Policy If the customer has a DNS / SPF Policy:  
Declare in the DNS/ SPF that the SecuTix servers (spf.secutix.com) are 
authorized to send e-mail to customers with the address (configured in 
SecuTix) For example ticketing@mytheater.com. 
This declares that the email sent from this DNS are valid and there won’t be 
blocked as spam.  
Example of configuration of the DNS / SPF: 
ticketing@myteater.com. IN TXT "v=spf1 include:spf.secutix.com ~all" 

Access Control 
 

Network latency between operator machine and SecuTix 
datacenter 

Max 50 ms 

Wifi Dedicated Network The network must be dedicated to access control (bandwidth not saturated) 
The network must have access to internet (To take control from SecuTix) 
Wifi Security: Min WPA 

In case of turnstiles in SaaS mode, a VPN between SecuTix and 
the turnstiles is required  

 

 


