Swiss Transborder Data Flow Agreement

(for outsourcing of data processing)

by and between

SecuTix SA, Avenue de la Harpe 22-24,
1001 Lausanne, Switzerland

(hereinafter Data Exporter)
and

ELCA Information Technology Ltd., Melody-2 Tower, N1 Dien Bien Phu, Binh
Thanh District, Ho Chi Minh City, Vietnam

(hereinafter Data Importer)

Purpose

This Swiss Transborder Data Flow Agreement (the Agreement) is entered into by
and between the Data Exporter and the Data Importer to provide adequate protec-
tion for Personal Data in situations in which such data is transferred from the Data
Exporter established in Switzerland to the Data Importer established in another
country for the purposes of processing such data on behalf of the Data Exporter.

The purposes of the transfer to, and processing by, the Data Importer are de-
scribed in Annex 1 to this Agreement. Annex 1 forms an integral part of this
Agreement and may be amended by the Data Exporter from time to time.

Scope
This Agreement applies to all Personal Data relating to third parties that is

(i) transferred (which shall include making it available for access) from the
Data Exporter to the Data Importer; or
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(i) processed by the Data Importer on behalf of the Data Exporter.

The catalogue of the Personal Data to be transferred and|or processed is found in
Section 1 of Annex 1 to this Agreement.

Definitions

Unless defined otherwise herein, all terms shall have the same meaning as de-
fined in the Swiss Federal Act of 19 June 1992 on Data Protection (FADP). Any
reference to the FADP shall always also include a reference to the Ordinance to
the FADP (the OFADP) and any other provision of the substantive Swiss data pro-
tection law.

For the purposes of this Agreement:

() ‘Data Exporter means the natural or legal person, public authority,
agency or any other body established in Switzerland which alone or
jointly with others determines the purposes and means of the pro-
cessing of Personal Data and which transfers such data to another
country for the purposes of its processing on his behalf.

(i) ‘Data Importer’ means a natural or legal person, public authority, agen-
cy or any other body established in another country which agrees to
receive Personal Data from the Data Exporter for the purposes of pro-
cessing such data on behalf of the latter after the transfer in accord-
ance with his instructions.

(i) ‘Subprocessor’ means any processor engaged by the Data importer (or
by any other Subprocessor of the Data Importer) who agrees to receive
from the Data Importer (or from any other Subprocessor of the Data
Importer) Personal Data exclusively intended for processing on behalf
of the Data Exporter after the transfer in accordance with his instruc-
tions and the terms of the written subcontract.

Obligations of the Data Exporter

The Data Exporter warrants that the Personal Data to be transferred has been col-
lected and processed in accordance with the requirements of the FADP. The Data
Exporter further warrants that the transfer of the Personal Data and the processing
of such data by the Data Importer as set forth in this Agreement is admissible un-
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der the FADP and the Data Exporter undertakes that the transfer is made in ac-
cordance with the FADP.

The Data Exporter shall verify that the technical and organizational measures, as
required by Art. 7 para. 1 FADP and Art. 8 et seq. OFADP, undertaken by the Data
Importer as set forth in Annex 2 to this Agreement, are sufficient to protect the
transferred Personal Data from any unauthorized processing. Annex 2 forms an in-
tegral part of this Agreement and may be amended by the Data Exporter from time
to time.

Obligations of the Data Importer

The Data Importer undertakes and warrants that it will process any and all Person-
al Data received from or made available by the Data Exporter or derived from such
data

(i)  solely on behalf and solely for the purposes of the Data Exporter as set
forth in Section 2 of Annex 1 or as otherwise expressly provided for by
the Data Exporter or agreed with the Data Exporter,;

(i)  in accordance with the instructions of the Data Exporter; and
(iiy in compliance with this Agreement.

The Data Importer undertakes, prior to any processing, appropriate technical and
organizational measures as defined by the FADP (particularly Art. 7 para. 1 FADP
and Art. 8 et seq. OFADP) and as set forth in Annex 2 to this Agreement to protect
the transferred Personal Data from unauthorized processing, including any pro-
cessing not expressly authorized by this Agreement and including accidental loss
or destruction of, or damage to, such Personal Data.

The Data Importer will promptly inform, and cooperate with, the Data Exporter

(i) if it believes that it may no longer be able, or no longer is able, to com-
ply with this Agreement, particularly in case it receives or must reason-
ably expect to receive a request or order of a competent authority re-
quiring it to disclose, or refrain from further processing, some or all
Personal Data to which this Agreement applies; or

(i) if any accidental or unauthorized access has occurred.
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The Data Importer shall not subcontract any of its processing operations per-
formed on behalf of the Data Exporter under this Agreement without the prior writ-
ten consent of the Data Exporter.

In the event of subprocessing, the Data Importer undertakes that

(i) it has previously informed the Data Exporter and obtained its prior writ-
ten consent;

(i) the subcontracting of the processing of Personal Data may only consist
of the processing operations agreed in this Agreement;

(i) Data Importer and Subprocessor shall sign an agreement which will
impose the same obligations on the Subprocessor as those imposed
on the Data Importer under this Agreement;

(iv) it will promptly send a copy of any Subprocessor agreement it con-
cludes under this Agreement to the Data Exporter.

Where the Subprocessor fails to fulfil its data protection obligations under such
written agreement, the Data Importer shall remain fully liable to the Data Exporter
for the performance of the Subprocessor's obligations under such agreement.

The Data Exporter has the right to, at any time, in any reasonable manner and with
the Data Importer's full cooperation, audit the Data Importer's (and any Subpro-
cessor's) compliance with the Agreement or to have such audit performed by a
qualified third party bound by a duty of confidentiality. The costs will be borne by
the Data Exporter; if any non-compliance is revealed which may be of significance
for Persons Affected, the Data Importer shall bear the costs.

Rights of Persons Affected

The Data Exporter is responsible that the Persons Affected are provided with their
right of information (right of access), correction, blocking, suppression or deletion,
as available under the FADP. The Data Importer (and any Subprocessor) will fully
and without delay cooperate with the Data Exporter in, and provide to the Data Ex-
porter the necessary services for, fulfilling such requests or inquiries of Persons Af-
fected. The Data Importer (and any Subprocessor) will immediately forward to the
Data Exporter any requests or inquiries it directly receives without responding to
them on the merits.
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Term and Termination

This Agreement shall be binding between the parties upon execution by both par-
ties and shall remain in place for an indefinite period of time. Each party may ter-
minate this Agreement at any time with immediate effect by providing a written no-
tice. The Data Exporter may also suspend the transfer of Personal Data and|or its
processing at any time.

Upon termination of this Agreement for whatever reason, the Data Importer (and
any Subprocessor) shall,

() immediately return any Personal Data and copies thereof to which this
Agreement applies, including the Personal Data transferred by the Da-
ta Exporter; and, to the extent this is not possible,

(i) destroy such Personal Data and copies thereof, and certify to the Data
Exporter in writing that it has done so;

unless legislation imposed upon the Data Importer prevents it from returning or de-
stroying all or parts of the Personal Data to which this Agreement applies, in which
case the Data Importer informs the Data Exporter and undertakes to keep such
Personal Data confidential and not actively process it anymore.

Upon termination of this Agreement, any other contract signed by the Data Import-
er and the Subprocessor for the purposes of processing and transferring Personal
Data under this Agreement shall be terminated automatically. This, however, does
not concern any other contract signed by the Data Exporter and Data Importer for
other purposes.

Miscellaneous

Each party will provide any court or supervisory agency, and the Data Exporter will
provide any Person Affected, a copy or the content of this Agreement upon its re-
quest or if required by law. Annex 2 to this Agreement shall be summarized to the
extent admissible by law and necessary for security reasons. In case of a produc-
tion request by a Person Affected, the Data Exporter may summarize any part of
this Agreement (including its Annexes) to the extent necessary for confidentiality
and data protection reasons.
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The rights and obligations of each party to this Agreement are without prejudice
and notwithstanding to any other rights and obligations the parties may or may not
have under other agreements. This Agreement does not regulate the consequenc-
es that the execution of a right and performance of an obligation under this
Agreement may have under another relationship among the parties.

Persons Affected may raise damages and other claims pursuant to the FADP relat-
ing to the transfer and|or processing of their Personal Data under this Agreement
against either party.

This Agreement may only be modified in writing. The parties shall not assign this
Agreement or any rights or obligations hereunder to any third party without the pri-
or written consent of the other party.

This Agreement (and any agreement signed by the Data Importer and any Sub-
processor for the purposes of processing and transferring Personal Data under this
Agreement) shall be governed by and construed in accordance with the substan-
tive laws of Switzerland. Any dispute arising out of or in connection with this
Agreement (or any Subprocessor agreement signed by the Data Importer and any
Subprocessor for the purposes of processing and transferring Personal Data under
this Agreement) or breach thereof, shall be exclusively settled by the ordinary
courts at the seat of the Data Exporter in Switzerland.

Lausanne, £/ 09 2017 Ho Chi Minh City, <5/ 05 2017
SecuTix SA ELCA Information Technology Ltd.

/
Cédl;i/cjl\jﬂorét,
Chairman of the Board

- —
™

SecuTix SA ELC A'[hfﬁ‘fﬁ]ﬁtiQﬂﬁChﬂD‘Dgy Ltd.
Frédéric Longatté, : __'Jea'ﬁLPa:L'l'll"I'_sdhtimi

CEO General Director
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Annex 1

Description of the Transfer and Processing

1. Catalogue of Personal Data to be transferred and processed:

Purpose of the transfer
and processing

Personal data transferred and processed

Software development, in-
tegration or maintenance

Customers contact details (name, first name,
professional address, phone number, email ad-
dress)

End users data processed within the Data ex-
porter’s ticketing platform (name, first name, ad-
dress, phone number, email address, purchases
history, navigation history on the platform, cus-
tomer profile including reactions to marketing
campaigns, cultural history)

Data exporter employees contact details (name,
first name, professional address, phone num-
ber, email address, professional skills)

Saa$ platform exploitation

End users data processed within the Secutix so-
lution

2. Purpose(s) of the transfer and processing:

Purpose of the transfer
and processing

Detail

Software development, in-
tegration or maintenance

Software development, integration or mainte-
nance activities involving access to test data. In
some occasions real data are needed for accu-
rate testing. In some occasions, direct contact is
established between the customer and the off-
shore development centre (i.e. the Data Import-
er)
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Saa$ platform exploitation | Infrastructure support involving the possibility of
access to personal data.

Categories of the Persons Affected:

Data exporter customers
End users of the Data exporter’s ticketing platform
Data exporter employees

Persons who may access or receive the Personal Data:

Employees of the Data Importer for the purposes set out under section 2.

Data protection registration information of the Data Exporter:

Additional useful information:

Contact Information for Data Protection Inquiries:

Mathias Kummer, lic.iur. LL.M.
Senior Legal Counsel

ELCA Informatik AG / SecuTix SA
Av. de la Harpe 22-24
CH-1001 Lausanne

mathias.kummer@elca.ch

Phone (direct): +41 21 613 21 13 | Fax: +41 21 613 21 00

*dk
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Annex 2

Technical and Organizational Measures Implemented by the Data Im-
porter

The ELCA group (including the SecuTix companies) runs an Information Security
Management System according to 1SO27001. Security controls implemented by
the Data Importer are listed in the “Information Security Management System -
Statement of Applicability” document added to the Agreement as Annex 2.



